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1
Decision/action requested

This document proposes to add the evaluation of solution #15 of TR 33.819.
2
References

NA
3
Rational
The solution #15 reuses the NAS security context to confidentially protect the CAG ID during the CAG access control, without introducing new security mechanism in UDM or AUSF.

The impact of the solution is to require the UE to send the reqested CAG ID after NAS security is established. And then the AMF could check whether the requested CAG ID sending from UE is within both the NG-RAN’s allowed CAG Lists, and subscribed CAG lists in the UDM.
Evaluation of the solution #15 is proposed.
4
Detailed proposal

***
BEGIN CHANGES
***

6.15.3
Evaluation


The above solution addresses the requirements of key issue #6.2: CAG ID Privacy.

The solution reuses the NAS security context to confidentially protect the CAG ID during the CAG access control, without introducing new security mechanism in UDM or AUSF.

The impact of the solution is to require the UE to send the reqested CAG ID after NAS security is established. And then the AMF could check whether the requested CAG ID sending from UE is within both the NG-RAN’s allowed CAG Lists, and subscribed CAG lists in the UDM.
***
END OF CHANGES
***
